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1 Note

1.1 Installation Precautions

Do not place the equipment near flammable or conductive items, high temperatures (such
as direct sunlight) or in wet conditions, or on a PC chassis, and check that the surrounding
appliances are stable.

Check the cable for aging. Check and verify that the AC or DC input voltage is within the
permissible range of the device and that the polarity of the DC is correct.

Unless the manufacturer permit, use the type of power indicated on the label and the
adapter supplied with the product.

To prevent damage to the product from lightning, make sure that the ground of the power
outlet and the power adapter is securely grounded. In the thunderstorm, be sure to unplug
the power and all the connections.

Equipment input voltage fluctuation should be less than 10%, the power plug, refrigerators,
hair dryer and iron should not use the same socket.

To avoid electric shock or fire due to overload of the power outlet, damage to the cord or
damage to the plug, check the power cord regularly. If damage is found, replace it
immediately.

Please place the device on a flat surface and can not place items on the device.

Equipment is easy to produce heat when working, should maintain the appropriate cooling
space to avoid damage caused by overheating products. The elongated hole on the shell is
designed for heat dissipation. Keep the ventilation clean and avoid falling from the heat
sink into the equipment. Otherwise, the equipment may be damaged or fire. Do not spill

liquid onto the surface of the equipment.

Precautions for Use

Please read the user manual carefully before using the equipment and follow all the
precautions on the user manual and the product.

Avoid eye looked at the optical interface directly, so as to avoid the laser beam emitted by
the interface damage the eyes. Please try to wear safety glasses to effectively protect your
eyes from damage. It is best to plug in the fiber optic interface jacket when the optical
interface is not in use .

Turn off the power when the device is not in use

Before plugging the power supply, make sure that the power switch is turned off to avoid
surge. Be careful when unplugging the power supply and the transformer temperature may

be high.
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To ensure safety, do not open the enclosure of the device, especially when the device is
powered up.

Unplug the power supply before cleaning the equipment. Use a soft dry cloth to clean the
equipment to avoid the use of liquids or sprays.

Do not connect this product to any electronic product unless it is instructed by our
customer engineer or your broadband supplier, as any incorrect connection may cause

power or fire hazard.
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2 Brief

Realtek GPON ONU series (HGU) is GPON ONT for satisfying with Telecom, Radio and
Television, and Fiber To The Home (FTTH) multi service access. It’s based on the mature, stable,
high cost performance GPON technology and has Gigabit and Fast Ethernet switching HFC
technology, WLAN technology and powerful routing forwarding technology. Realtek GPON ONU
series has a higher bandwidth, higher reliability, easy management and good quality of service
(QoS) guarantee with technical performance of equipment meet the ITU-T G. 984 requirements
and have good compatibility with third party manufacturers OLT.

GPON technology, based on ITU-T G.984 standard, is latest generation of broadband passive
optical network integrated access standard with high bandwidth, high efficiency, large coverage,
user interface, and many other advantages.It is the operator to achieve access network services
Broadband, integrated transformation of the ideal technology.

Realtek GPON ONU series can integrate wireless function with meet 802.11 n/b/g technical
standards and built-in high gain directional antenna, the wireless transmission rate up to 300Mbps.
It has the characteristics of strong penetrating power and wide coverage. It can provide users with

more efficient data transmission security.
Note: This document is written in reference to 4+CATV+WIFI GPON HGU, the rest of

GPON HGU can be referenced to this document configuration.

21 Product Features

® Dual-fiber access, providing broadband, CATV, Wi-Fi, IPTV service access, and so on.

® Exact match GPON ITU-T G.984 standar, using GPON uplink 1.25G, downlink 2.5G
standard

® WIFI-type equipment exact match 802.11 n/b/g wireless standard protocol, support

20Mhz / 40Mhz

Support PPPoE, DHCEP, static IP broadband service access

Support NAT, static routing, port forwarding

Support data encryption, VLAN transparent transmission, vlan tag and other functions

Support up and down bandwidth limit function

Support upgrade through the OLT remote / local ONU WEB

Support broadcast storm suppression

Different data ports are isolated from each other

Support port flow control

Support OLT as SNMP-agent way of the unified management of the network
management, easy to install and maintain

® Provide a variety of fault alarm function, easy to fault diagnosis
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Support AES-128 decryption, support key generation and switching

Support DBA technology and priority based on the dual management model to ensure
that the user's minimum specified bandwidth requirements

Support CATV service remote shutdown function

Operating wavelength: 1100 - 1600nm

Light reflection loss: >45dB

Input optical power: -18dBm~0dBm

2.2 Product Specifications

Ambient temperature: 0°C~50°C

Relative humidity: 10% to 90% (non-condensing)
Power adapter input: 12 V/1A

TX Optical Power: 0~5dBm

RX Opitcal Power: -8~-28dBm

2.3 Device Interface Definition

Antenna
n n LANPort
PON optical port

] C'DD UL

CATV optical port

= RF port
-« ' Power | Fuber Fibar
- - umblelumble - Power On/Off button
DVBSTB 2 DC power port
-
CATv optical PONoptical pc IPTVSTB
TV Socket Socket

l n Reset button

4
| i P l ﬂ WIFI oryoff button

= E WPS on/off button
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2.4 LED Description

~ .,

Power status

CATV status

Wi-Fi status
LAN status

Optical signal status

AR

PONLOSLAN4 LAN3 LANZ LAN1TWIFICATY PWR

. ONU register status
nnnnnnnnnnoanan

Indicator Description

On: The ONU is power on;
Off: The ONU is Power off;

1 PWR Power status

On: CATV optical normal (>-9dBm)
2 CATV CATYV port status | Off: The CATV signals are not received
(<-9dBm)

Blinking: Data is being transmitted
On: Wi-Fi function Opens

3 WIFI WIFI

On: Ethernet connection is normal;
Blinking: Data is being transmitted
4 LANn LAN port status
through the Ethernet port;

Off: Ethernet connection is not set up;

) On: Optical power lower than receiver
GPON optical o
5 LOS ) sensitivity ;
signals oo
Off: Optical in normal

On: Success to register to OLT;
Blinking: In process of registering to
OLT;

Off: In process of registering to OLT;

6 PON ONU Register

2.5 Device Connection

®  Connect the fiber: Insert the SC fiber connector into the PON connector on the rear
panel of the ONU.
® Connect the Ethernet cable: Connect the RJ-45 Ethernet cable to any LAN port and each
home device, that is, the computer, IPTV set-top box, and so on.

® Connect coaxial cable: Connect the coaxial cable to the RF connector of the ONU.
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®  Connect the AC adapter: Plug the AC / DC adapter into the AC wall jack and the ONU

12V DC power jack.

2.6 Applications

3 Login Web Management Locally

3.1 Physical Connection of ONU and PC

a) Local NIC of PC connects to LAN port or ETH port of ONU via wires.
b) Set the IP address of PC’s local NIC as 192.168.101.X (X: 2-254).

Internet Protocol Version 4 {TCF’-‘M} P‘rope-rﬁﬁ

General

(=) Obtain an IP address automatically
(@ Use the following IF address:

IF address: 192 . 168 .

Subnet mask: 255 . 255 .

Default gateway:

Obtain DMS server address automatically

i@ Use the following DMS server addresses:

Preferred DMS server:

Alternate DMNS server:

[ validate settings upon exit

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
far the appropriate IF settings.

|

oc ]|

Cancel

]

¢) Open cmd windows and make sure that PC can ping the management IP (192.168.101.1)

of ONU.



http://www.cdatatec.com

= Administrator: CAWindows\system32\cmd.exe EI

Microsoft Windows [Version 6.1.76811
Copyright <{c? 288? Microsoft Corporation. All rights reserved.

C:“Users™tclllping 192.168.181.1

Pinging 192.168.181.1 with 32 bytes of data:

Reply from 192.168.181.1: bhytes=32 time=2ms TTL=h4
Reply from 192.168.181.1: bhytes=32 time=1ms TTL=h4
Reply from 192.168.181.1: bhytes=32 time=1ms TTL=h4
Reply from 192.168.181.1: bhytes=32 time=1ms TTL=h4

Ping statistics for 192.168.1601.1:
Packets: Sent = 4, Received = 4. Lost = B (@x loss).

Approximate round trip times in milli-seconds:
Minimum = 1mz. Maximum = 2ms. Average = 1ms

C:\lsers™tcll>

3.2 PC Access the WEB of ONU

Make sure you can ping the ONU like #3.1. Open the IE Web broswer (IE. Firefo
X, Google), copy and paste URL: http: //192.168.101.1, the following pop-up Prompt landi

n-g page:
Heosvse Galeway =]
i O ER<Cuik %E ¥ AP S =
DR

€ © & 1921681011

& mmiE

HEEEMS @ FEesm | wae [ srae

Fiber To The Home

Optical Network Unit Management
UserName: NN

-
@ o I

-

Input UserName: adminisp PassWord: ~ adminisp

Click “Login” button. The product basics page appears, as follows:
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Status

Basic Device Info

pevice lnf Device Name [ONUAFEWIFI
bl dLl) D,
CATV Info EPON MAC =067 h3000001

tardware danloalV10
ot Vatalon [V 1.1 W00
Serial Number |RTKG 11111111
Build Information |Bulld (442170425

You can start further configuration.

4 ONU Register Information Config

4.1 View ONU Register Status

1. Login ONU WEB, select Status -> Internet Info -> GPON Info, view the ONU

register status:

Status

GPOM Status

1Py Stats [ tion Status | d L icated (05}
FEC Capabitty _Isugpont
1P Status FEC Upstream S!.lunfDisable
FEC Down Status  Disable
GPONIate | 3 |Flow 0: Disable
Triple encryption  Flow 1: Disable
JFiowt 137 (sl
Optic ik

4.2 View ONU Optical Power Information

1. Login ONU WEB, select Status -> Internet Info -> GPON Info, view Rx power and Tx
power of ONU:
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Gateway Name: Home Gatewsry

GPON Status B ;
s Connacton sates e Ut ]
FEC Capability Support
1Pufi Status FEC Upstream Status Disabie
FEC Down Status Digabile

Flow 0: Disable
Tripke encryption  Flow 1: Dissble
Flow 127: Disable

GPON Info

X Power 2362730 dBm |
RX Power 26575773 dim.
Tmpmtlu-?ﬂ?.???idd C |
Voltage 3315700V |
Bias Current 9750000 mA |
GPON fink connaction statiscal information

4.3 LOID Authentication Config

LOID of ONU is mainly applicable of the authentication mode of LOID and LOID +
Password for ONU. By default, ONU registers for the OLT by SN and rarely uses LOID for
register. Normally, we needn’t to configure LOID. But the configuration as follows:

1. Login ONU WEB, select Internet -> Remote Mgmt -> LOID, view or configure LOID

and password of ONU:

3 Femate Mgmt
LOID AUTHORIZATION CONFIG 2
ITMS Sarver LOID function is used to register and send new devices. Do not change them. If the logic ID changes cause the service to be abnormal, reboot the gateway.
LOAD: XPON123456 [
Upload CA Passwird sessasns

Middleware Config RESET
5
[ ]3

S Basic Configuration for Internet

Home Gateway Unit (HGU) ONU supports route function, so that there are route mode and
bridge mode for internet. The difference between route mode and bridge mode as follows :

Route mode: ONT as a home gateway equipment, ONT IP address can be obtained in three
ways, which includes DHCP, Static IP Address and PPPoE. The IP address of the device on the
user side is obtained through the DHCP address pool of the ONT, or by manually setting;

Bridge mode: The ONT does not obtain the IP address assigned by the upper device or can
not manually set the static IP address. It is used as a relay device and does not process the data.
There are three ways to obtain the IP address of the user side device, namely DHCP, PPPoE,
Static IP Address.
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5.1 Route Mode Configuration

5.1.1 Configure PPPoE WAN Connection for Internet in Route Mode

1. Login ONU WEB, select Internet -> Internet Config -> Internet Config, and then there

are some parameters for us to configure as follows:

[ WAN Connection name] Select ‘Add WAN Connection’

[Mode] Select  Route ’

[ Connection Mode 1 Select ‘Ipv4’; If there is Ipv6 in the network, we can select

‘Ipva/Ipv6’.

[ Internet way] Select ‘PPPoE’

[NAT JCheck ‘NAT’ feature; NAT is mainly used for address translation function of local
network and external network. The default is checked enable status. If you do
not check this option, maybe you can’t surf the internet.

[ Enable Vlan] We can set this option according to your network plan. If there is vlan in
the network for internet, we have to check ‘Enable VLAN’ option. If not,
we needn’t check this option, which will be VLAN transparent mode.

[ Vian ID] Configure this option according to our network plan.

[MTU] The default is 1492; we have to change to lower MTU, such as 1400, if we can

ping the DNS but not access the website via WEB broswer.

[ User Name] Type PPPoE account, normally offered by ISP, for Internet;

[ Password] Type PPPoE password, normally offered by ISP, for Internet;

[ Service Mode] Select Internet; Normally, select ¢ Internet * in the route mode.

[ LAN DHCP Disable ] Don’t check this option; Normally, Terminal , connected to the

HGU ONU, will get an IP address from the ONU’s IP pool.
Therefore, we needn’t check this option to get the IP address.
[ Bind port] Bundel the physical ports (Lan port 1-4 and wireless) with PPPoE WAN

connection.

Note: By default, all LAN ports and WIFI data are not bound by this WAN connection (a
LAN and WIFI SSID can only be bound to a WAN conection at the same time).

10
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Internet

WAN Config

Intemat Config

WAN Connection name | Add WAN connection |

Mode | Raute ¥

Connection Mode:: IMIM o ki

Onricp il

) static Usa Static IP address

(@ PRPOE PF® aver Ethemet {PPPOE]

O PPPOE prowy enabled

= Mw PPP.UE
routing/bridge enabled

MNAT:

Enable Vian:

Wan D .

B2.1p ¢ ~

MTU =

User name:

Password (SEFERT-

Internet

vian 10 - 200 5 = Ly
Intermet Config il ———~

MTU -

Liser name:

Password:

Service name: |

Dial mode: toconnet -

Sarvice Mode: | “

LAN DHCP Disable:

Bifil paoit:

HArort 1 Arort 2

Hrort 3 [Flport 4

bl wirelessissicy

1PvE WAN Info Mode:

Global Arcmss Made: Srateless aute config ~ |

DHCF enabled poowy prefic — [+7]

NOTE:First intesmet Route Wan is detault routejsurfing the intermet)

2. After configuring the parameters of PPPOE WAN connection as above, click ‘Apply’ to

finish the setting:

Internet

User name:
Intermnet Corfig Passwiond

Sarvice name:

Dial mode:

Sarvice Mode:

LAN DHCP Disable:

Bind port:

B port 1

=l port_3

b wirelessissimy

1P WAN Info Mosde:

Glokial Addmes Mo | Srateless autn configL - |

DHCP enabled prowy prefis. ]

MOTEFirst internet Route Wan is default routeisurfing the internet)

(o ] o

11
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5.1.2 Configure DHCP WAN Connection for Internet in Route Mode

1.

Login ONU WERB, select Internet -> Internet Config -> Internet Config, and then there

are some parameters for us to configure as follows:

[ WAN Connection name] Select ‘Add WAN Connection’

[Mode] Select  Route

[ Connection Mode 1 Select ‘Ipv4’; If there is Ipv6 in the network, we can select

< Ipv4/Ipv6 °.

[ Internet way] Select ‘DHCP’

[ NAT] Check ¢ NAT ° feature; NAT is mainly used for address translation function of
local network and external network. The default is checked enable status. If you
do not check this option, maybe you can’t surf the internet.

[ Enable Vlan] We can set this option according to your network plan. If there is vlan in
the network for internet, we have to check ° Enable VLAN * option. If
not, we needn’t check this option, which will be VLAN transparent
mode.

[ Vlan ID] Configure this option according to our network plan.

[MTU] The default is 1500; we have to change to lower MTU, such as 1400, if we can

ping the DNS but not access the website via WEB broswer.

[ Request DNS ] Selected ‘enable’, the ONU will get DNS from upper DNS server
automatically; Selected ‘Disable’, we have to configure an static DNS
for the ONU by manual. We can configure one of them according to
network plan.

[ Primary DNS / Secondary DNS ] After disable ‘Request DNS’ function, we have to set a

static DNS in here.

[ Service Mode] Select Internet; Normally, select ‘ Internet * in the route mode.

[ LAN DHCP Disable ] Don’t check this option; Normally, Terminal , connected to the

HGU ONU, will get an IP address from the ONU’s IP pool.
Therefore, we needn’t check this option to get the IP address.
[ Bind port] Bundel the physical ports (Lan port 1-4 and wireless) with DHCP WAN

connection.

12
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Note: By default, all LAN ports and WIFI data are not bound by this WAN connection (a
LAN and WIFI SSID can only be bound to a WAN conection at the same time).

Internet

WAN c
Intemet Config

WAN Connection name | Add WAN connection

Maode : ~
Connection Mode:: | I Tpws -
once i,
Cistatic ke Static I address
(CIpPPoE PPP aver Ethemet (PPPoE]
NAT:

Enable Vian:

Vian D :

BOZp:

MTU =

Enable option:

Option value: L

Request DNS: @ Enable

O Disable

Gateway Mame: Home Gateway

Internet

Enable optioni: ] E
Intemnet Config Cption valus: [
Request DS ® Enable
 Disable
Primary DM5:
Sacradary DNS:
Service Mode: -]
LAN DHCF Disable:
Bind port:
Ceart 1 Cport 2
[Arort 3 [Cpoct4
[l wirelessissioy
1Pt WAN Info Mode:
Global Adckess Mod: ‘Statelass auto config |

DHCF enabled prowy prefic [

MOTEFirst internet Route Wan is detaull route(surfing the intermet)

2. After configuring the parameters of DHCP WAN connection as belows, click ‘Apply’

to finish the setting:

Request DNS; Enable

Intermet Config ) Disable
Primary DMS:
Secondary DNG:
Service Mode: | nTERNET
LAMN DHCF Disabls (]
Bind port:
Crert 1 Clpoet 2
Il port_3 CPoe 4
[ wirelessissim)
1Pt WAM Info Mode:
Glokal Addrass Mok | Stateless auto configL |

DHCP enabled prowy prefix. [7]

MNOTEFirst intermet Route Wan is default route(surfing the internet)

T

13
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5.1.3 Configure Static IP Address WAN Connection for Internet in Route Mode

1. Login ONU WEB, select Internet -> Internet Config -> Internet Config, and then

there are some parameters for us to configure as follows:

[ WAN Connection name] Select ‘Add WAN Connection’

[Mode] Select  Route °

[ Connection Mode 1 Select ‘Ipv4’; If there is Ipv6 in the network, we can select

< Ipv4/Ipv6 °.

[ Internet way] Select ‘Static’

[ NAT] Check ¢ NAT ° feature; NAT is mainly used for address translation function of
local network and external network. The default is checked enable status. If you
do not check this option, maybe you can’t surf the internet.

[ Enable Vlan] We can set this option according to your network plan. If there is vlan in
the network for internet, we have to check ‘Enable VLAN’ option. If not,
we needn’t check this option, which will be VLAN transparent mode.

[ Vian ID] Configure this option according to our network plan.

[MTU] The default is 1500; we have to change to lower MTU, such as 1400, if we can

ping the DNS but not access the website via WEB broswer.

[P Address] Set static IP address

[ Subnet Mask] Set the mask of static IP address

[ Default Gateway] Set the default gateway of static IP address

[ Primary DNS / Secondary DNS ] Set static primary DNS address and secondary DNS

address

[ Service Mode] Select Internet; Normally, select ‘Internet’ in the route mode.

[ LAN DHCP Disable ] Don’t check this option; Normally, Terminal , connected to the

HGU ONU, will get an IP address from the ONU’s IP pool.
Therefore, we needn’t check this option to get the IP address.
[ Bind port] Bundel the physical ports (Lan port 1-4 and wireless) with Static IP WAN

connection.

Note: By default, all LAN ports and WIFI data are not bound by this WAN connection (a
LAN and WIFI SSID can only be bound to a WAN conection at the same time).

14
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Intermet Config

Intemet Config

WAN Config A

WAN Connection name
Mode :

Connection Mode:; [ B
Obtain an W address
automatically

® Static Uke Static I address
CIpPRoE PP aver Ethemet {FPPOE]

NAT;

Enable Wian:

Wan 10

BOZp:

MTU :

COoHep

1P Address:
Subnet Mask:
Diefault Gatewsy:
Request DNS;

Enable ~
Disabile

Request DNS:

Prirnary OMS:
Secondary DNS:
Service Mode:
LAN DHCP Disable
Bind port:
[rert_1 Cpoet 2

Cleart 3 port 4

4] wireless(ssi0)

1P AR Infes Mt

Global Addross Moda: Manual

[HCP enabled rivey prefis

Py Address: | /"
IPv6 goteway: |

First IPVG DNS: |

Alternate [Pvh
DONS:

NOTE:First intermet Route Wan s detault routeisurfing the intermet) ¥

2. After configuring the parameters of Static [P WAN connection as belows, click ‘Apply’ to

finish the setting:

Internet

Intemet Config

LAN DHCF Disable: [ i
Bind port:

Cleart 1 Crort 2

Ceort 3 Fport 4

[ wirelessissing

1Pt WAM Info Mode:

Gkl Adiress Mode: Manual ¥

DKCP enabled prowy prefis

IPvh Address: ] ,J
[P gateway: |

First 1Py DINS:

Alternate IPvG
DIMs:

NOTEFirst intemet Route Wan i< detault routesurfing the internet)
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5.2 Configure Bridge WAN Connection for Internet

1. Login ONU WEB, select Internet -> Internet Config -> Internet Config, and then there

are some parameter for us to configure as follows:

[ WAN Connection name] Select ‘Add WAN Connection’

[Mode] Select ‘Bridge’

[ Connection Mode 1 Select ‘Ipv4’; If there is Ipv6 in the network, we can select

‘Ipv4/Ipv6’.

[NAT] Don’t check ‘NAT’ feature; NAT is mainly used for address translation function
of local network and external network. HGU ONU doesn’t deal with the packets
from the teminal, so we needn’t enable the NAT function.

[ Enable Vlan] We can set this option according to your network plan. If there is vlan in
the network for Internet, we have to check ‘Enable VLAN’ option. If not,
we needn’t check this option, which will be VLAN transparent mode.

[ Vlan ID] Configure this option according to our network plan.

[MTU] The default is 1500; we have to change to lower MTU, such as 1400, if we can

ping the DNS but not access the website via WEB broswer.

[ Service Mode] Select ‘Other’ or ‘Internet’; Normally, select ‘Internet’ for Internet or

flow testing; Select ‘Other’ for IPTV service.

[ LAN DHCP Disable ] Check this option; Normally, Terminal , connected to the HGU

ONU, will get an IP address from the upper DHCP server.
Therefore, we need check this option to avoid the terminal get
an IP from the ONU.

[ Bind port ] Bundel the physical ports (Lan port 1-4 and wireless) with Bridge WAN

connection.

Note: By default, all LAN ports and WIFI data are not bound by this WAN connection (a
LAN and WIFI SSID can only be bound to a WAN conection at the same time).
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Gateway Name: Home Gateway

Internet

2

WAN Connection name | ~113
Intemet Config Wik W i

Connection Mode:: | InvIpvs v

Enable Vian:

Vian 10 300 |

B2 1p 0 i

MTL - [1500 |

Service Mode: | NTERNET

LAM DHCF Disable O

Bind port:

Crort 1 Cpoet 2

Clrart 3 [#IPort 4

b wirelessiSSI0)

NOTE st ntemet Route Wi deult routetsuring the imernet
4
e
2. After configuring the parameter of Bridge WAN connection as above, click ‘Apply’ to
finish the setting:

5.3 View the WAN Connection Status

1. Login ONU WEB, select Status -> Internet Info -> IPv4 Status. In here, we can view
WAN connection status, check the route WAN connection if it gets an IP address and Bridge WAN

connection if it is UP. As follows:

Gateawisy Nasme: Home Giteway

Status
WAN Info 2
s 3 Interface [ VIANID | Protocol | IGMP | Stews | [Paddiess | SubnetMask
A SRR ! o | widn | Pedee | b | !
1Pvs Status. 2_1NTEI1NFI__R__\-'&D_1_DD 100 | IPoE | Enatile up | 192 1685 164 | 255255.2550
e L Network Information
Interface Default Gateway | Primary DNS | Secondary DNS
L . I I
7 INTERNET R_VID_100 192.168,5.1 192, 168.5.1

5.4 Delete the WAN Connection

1. Login ONU WEB, select Internet -> Internet Config -> Internet Config. Select a WAN
connection from ‘WAN Connection name’ and click ‘Delete’ button at the bottom of the page. As

follows:
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Internet

tion na

Internet Config Mode :
Connectlon Mode::
Enabile Vian:
Vian 0 :

Bp 0
MTU - 1500
Service Mode: INTERNET
LAN DHCP Disable: El
Bind port:

Part 1 Port 2
Cleort 3 [Flpoct 4

wirelessiSSICY

NOTE:First internet Route Wan is default routelsurfing the internet)

o [Loon] |4

6 ONU LAN Configuration

6.1 LAN IP Address Configuration

1. Login ONU WEB, select Internet -> DHCP Server -> IPv4 DHCP Server, and then

there are some parameters for us to configure as follows:

[ IP address ] Set local management IP address of ONU. The default IP address is

192.168.101.1

[ Subnet mask] Set the mask of local management IP address of ONU

[ Disable DHCP Server/Enable DHCP Server 1 Enable or disable ONU DHCP Server

function.

[ Start IP address / End IP address] Configure the IP address interval that allocated to the
terminal. The address interval must be on the same
network segment as the management IP address of
the ONU.

[ DNS1/DNS2/DNS31] Configure DNS address that allocated to the terminal. By default,
192.168.101.1 of DNS agent address is used to default DNS
address. We can design this according to network plan.

[ Edit DHCP address range ] By default, the ONU will allocate 10 IP addresses for every

kinds of terminal. If it is not enough, we can edit DHCP

address range to increase the designed address range.
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Gateway Name: Home

Internet

Server Configuration 2 "

1Pl IXHCR Server 3 Configure DHCP Server IP Address and Subnet Mack Click Apply” 10 cave the configaration.

I address: 192.168.101.1
1Py DHCP Serve o o .

" Subnet mask. 255.255.255.0

IPvE DHCP Canfig (' Disable the DHOP server

‘® Enable DHCP server | 4 .
TiA Config Start IP address;192.168.101.33 |

DS 192.168.101.1

114.114.114

' Enabled DHCP server relay
DHCP server IF address: 172.19.31.4

Edit reserved IP address I'gsi: Edit: DHCF address range

5 :
2. After configuring the parameters of LAN address as above, click ‘Apply’ to finish the
setting:

6.2 View LAN Client

1. Login ONU WERB, select Status -> LAN & WLAN -> WLAN Status. View client that

access via wireless (WIFI). As follows:

Status

Iwuw Status. | 3

LAN Status

Access Device
4 MAC address sent packets received packets T""'"]':;:" 74 Power saving Due time (sec)
b 108783610 1303 62 R o 300

Packets Through LAN o B
| wnertace | Revelved | Sent

Packets Bytes [Ermors Diopped Packsts| Bytes [Errors Dropped,
bow sioser| 4607 1037879, 73 | 0| o3 sseari o | 0|

2. Login ONU WEB, select Status -> LAN & WLAN -> LAN Status. View client that
access via LAN ports . As follows:
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Status

ONU IP Address 2

WLAN Status IP Address (192 1661011
MAC |

LAN Statistics
Recens sent
Packsts Bytas [Errors Dropped Packets Bytes_Errors Dropy

Port 1 | 22414 3074964 0 0| 28400 B242638 0 [
Porz| ¢ | o o] o [0 [ o |of o
Forti | @ o ) o 0 i o | o
S S U L L e
LAN Clients (By DHCP Distribution)
Device Type| MAC Adress | IP Address [Residual loan period
Computer |74:a526:3dTebe 192.168.101.40] 75013 4
Computer | Jcfadd0dd5:71192.168.101.43] 78020

Phone  |5¢03:3%:27.26:92|192,168,101,70| 78916

Computer |18:742e1e:88:35) 19216810141 | BIEE

Computer o7 hik0001/192.168.10142| 86183
Computer [b4:8198:78:36:10]192.168.101.44| 16216

7 Multicast/IPTV Configuration

7.1 Multicast/IPTV Service Setting

Firstly, configure a bridge WAN connection to carry IGMP/IPTV service according to #6.2
and select ‘Other’ in service mode. After configuring the bridge WAN connection, The
configuration, related to other multicast protocols and multicast vlan, can refer to the following #

7.2- # 7.3 configuration.

7.2 IGMP Snooping Setting

1. Login ONU WEB, select Application -> IGMP Config -> IGMP Snooping. Enable or
disable IGMP Snooping function and click ‘Save/Apply’ button to finish the setting as follows:

Gateway Name: Home Gateway

& 5
Application

IGMP Sniooping

AP Aol This page allows you to config IGMP Snoaping function.

IGMP Proxy ~ =
HGMP Snooping: () Disable  '®Enable

SavefApply

7.3 IGMP Proxy

1. Login ONU WEB, select Application -> IGMP Config -> IGMP Proxy. Enable or
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disable IGMP Proxy function and click ‘Save’ button to finish the setting as follows:
Note: Normally, IGMP Proxy would be used in route mode and carrying Multicast/IPTV

service, because the ONU would be acted as multicast agent. There isn’t IGMP Proxy concept in

the bridge mode.

Application

IGMP Config

IGMP Shoogiteg You can configure KaMP Prowy for a specific WAN connection,
AL Intermet connection Enable IGMP server
|_INTERNET_R_VID_1000 =
Save

7.4 IGMP VLAN Configuration

1. Login ONU WEB, select Application -> Multicast Vlan, select the corresponding WAN,
click ‘Modify’, configure multicast vlan, click ‘Modify’ button.

Gateway Mame: Home

Application

VLAN multicast (ilank said et} 100d
Modfy  Cancal
Interface I Multicast VLAN | Modify.
1_INTERNET R VID 1000

IPTV

8 WLAN Configuration

8.1 WLAN Basic Configuration
1. Login ONU WEB, select Internet->WLAN Config->WLAN Config, and then there are

some parameters for us to configure as follows:

[ Enable wireless] Enable or disable the wireless function;
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[ Virtual SSID] Click “Virtual SSID’ button to enter the virtual SSID config page;

[Band] The default is 2.4GHz (B+G+N) ;

[ SSID] Set wireless SSID name. Nowadays, it doesn’t support to set as Chinese SSID

name.

[ Bandwidth ] 1t is best to select 20MHz, because many PC don’t support 40MHz ;
Sometimes, PCs can’t connect to the WIFI if we select 40MHz or
20MHz/40MHz;

[ Channel ] The default is Auto; We can select a channel without glitches by manual
according to the surrounding environment;

[ Advanced] Click ‘Advanced’ button and enter wirelees password config page;

Gateway Mame: Home Gateway

Internet

MR Conbiy Band 2.4 GHz (BHG=N) -

P Virtual SSIC
SSID: HGW-000001
BSSID:  00:e4cBRT00T
Bandwidth: | 20/40MHz -
Controd Band: Upper
Channel: [Auto -
Current chanmel1
Rate: Ao~
Transmit power: :J.Cﬂ% .
Cencel broadeast: O
Gt ON ®oFF
WM ®oN C'ofF

Save/fpply Advanced w

2. After setting wireless configuration, click ‘Save/Apply’ button to finish setting.

8.2 WLAN Password Configuration

1. According to #8.1, click ‘Advanced’ button to enter ‘Wireless settings-Security’ page,

we can set ‘Network authentication mode’, ‘encryption’ and WIFI  password.
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Internet

Fort Binding
Wireless settings - Security

WLAN Config s

This page configures the security features of the wireless LAN port. Including setting authentication mode, data encryplion mode, wireless network authentication key and ley

lengii

SSID Type: Root AP - HGW-000001 -

Metwork authantication mode: WPAZ Mived -

WPA encryption: Hmar Claes
WPAZ encryption: Car [ aes
WP Pre shared key: [12345678
Save/Apply Back

2. After setting wireless password configuration, click ‘Save/Apply’ button to finish setting.

8.3 WLAN Virtual SSID
I.

Login ONU WEB, select Internet->WLAN Config->WLAN Config, and then click

‘Virtual SSID’ button to enter ‘Virtual SSID’ page. We can enable some of virtual SSID, set
band and name them:

Internet
WLAN Config Vinual SSID
WP This page shows the configuration of multiple S5ID.

AP2| [ [r4GHz (B+GeN) ~ [aP-2222 uta |[[Ensbled | [Enabled - | Disabied ||| Shaw
AP3| [ [24GHz (B+G+N) - [aP-3333 o~ |[Enabled || Enadied | Disabled ~ ||| Show
AP4| (1 [24GHz (B+G+N) « [paaas  |[muno - |[Enchied |[Enabied | Disabied [/ Show

SaveyApply Resat

2. After setting wireless password configuration, click ‘Save/Apply’ button to finish setting.

Note: we can refer to #8.2 about setting the password of virtual SSID.

9 CATY Configuration

CATV management is mainly applied to ONU with light machine, we need to configure the
ONU optical machine parameters through the ONU’s WEB.

9.1 Configure CATV Port Parameter

Select Management—> CATYV conifg—> CATYV config. In this page, we can enable or disable
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CATV port and configure the parameters accoding to your requirement. After setting the the

parameters, click ‘Apply Changes’ button to finish the setting.

N R

Management

SR RLAG VecDead 2 050 nit: L1y
Veelow 108 =200 teit- 0.1
VecHigh 132 [p~200 urit- 0.1
TempDead 50 {050 Unit: 01C)
Templow 00 {-300-1000 urit 010
TempHigh 900 30021000 Unit 0.10)
RF Dead iz 19--50 Unit: 0.1Buv)
RF Low 0o V5111000 Uinit: 0.1BuV)
RF High 950 1500-1000 Unit: 0.1cEu)
InOptPwrDead o |0-50 Unit: 0.3dBm)
InOptPurLow 200 |-600-100 Unit: 011 dBan)
InOptPwrHigh 20 {-600-100 Urét: 0.1 dBm)
Channels 59 o~ ooy
Enable CATV: [
Apply Changes Restore Default =

9.2 View CATV Information

1. Login ONU WEB, select Status->Device Info->CATYV Info. In this page, we can view
the CATV port status and related parameters:

Gateway Name: Home Gateway

Status
Device Info v“ IZ_E o m
T -2731 (D1C)
3 R Outputbower 153 (105u4)

inptical Fuwar: 347 (0. 1dim)
echimimatatn | HORMAL

P OW LOW
RF AlarmState  (LOW LOW
(VeeDead 2 (01w
Veckow 108 (1)
ccHigh 132 (0 1v)
TerpDead 5001C)
Tenplow. 100.116)
Temptih {300 (.1C]

RF Dead 12 (01 diuvy
RF Low GO0 (0.1 dBuv)
RFHigh  [950 (0.1dBuv)

Lot bt AL
InOptPwiLow  |-10 (0. TdBm) |
InOptPwrHigh [0 (0 1dEm) v

10 TR069 Remote Management

ONU TRO069 remote management is mainly used for some network that support TR069
server centralized remote management, the current management is mainly used in many large

networks, ONU as TR069 remote management of the client need to do the following settings.

10.1 Configure Channel for TR069 Remote Management

Firstly, refered to #5.1, set a Route WAN connection with ‘Service mode’ as TR069, which is

used to act as a channel for TR069 server.
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Internet

WaN Convectionname | 1_INTERNET_B_MIL *

3 Mok Frute [

Correction Mode: It

=~ okt a;"lunﬂleas
Static U Skatic 1P addra
PR PFE v Ethemet (FRECE)

Enablo Viire

vin D oo

E21p 0

il B

Enable apticnit:

Dnion vt

Fequest DHS: * Enabie

Cisable

Frivmary DNG:

Secondary DN

Service Mode: (TRng8 v |4

AT T

Stamiess 2w conly ¥

10.2 TRO069 Client Configuration

Login ONU WEB, select Internet-> Remote Mgmt -> ITMS Server. In this page, we can
set ONU’s paremeter of TR069 client (User Name, Password, URL address, Connection request
user name and Connection request password).

Note: All of parameters of TR069 are offered by ISP.

Internet

ITMS Server 3 TR-D69 client - Config

WAN Managament Protocol (TR-069) allows the auto-configuration server (475} for auto-configurateon, supply, collection and diagnostics to this device

Uplosd CA Choose expectations, and click "Seve/Apply™ TR-069 client configuration options.
hikiewar= oo ACS URL: htip: idevacs. sdatahome.cc
ALCS User Mame: hgw
et ACS Passwiond.
Enable certificate: Yes * No
Inform: * Enable Disable
Inform Interval; 43200 Second

Connection request user name: itme
Connection request password:

Savelfipply | 4

11 Device Management

11.1 ONU Remote Access Configuration

Login the ONU WEB, select Management -> Wan Access Control -> Wan Access Control.

In this page, we can enable or disable the ping remote access and WEB remote access of ONU.
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Management

3 Allow external network ping WAN port 2

Adfter restart effect
# Enable

Allow external web access to WAN port

Immediate effect
¥ Enobic

192 16810171 Aop.aspd

11.2 Restore Default Setting

Login the ONU WEB. Select Management -> Device -> Restore ONU. Click ‘Restore
Default Setting’ button. The device will restore the factory defaults after the application.

Management

Restore to the default configuration

Pk Abtanek Click e Tollowing butlon to reset LI to factony defaul setfings
——

Note:Restore Setting on the ONU WEB is take effect to WIFI information of ONU and LAN
port configuration only. It doesn’t take any effect to WAN connection.

11.3 Firmware Upgrade

Login the ONU WEB. Select Management -> Firmware Upgrade -> Firmware Update.
Click “JEFE I to select firmware file, click ‘upgrade’ button to upgrade the ONU. After the
application, the device is upgraded to the latest software version.

Note: We needn’t extract Realtek project production’s firmware, just upgrade the .tar file. It
will take 4 minutes to upgrade. After upgrading, the ONU will reboot automatically. We needn’t

reboot it by manual.
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Management

3 Firmware Upgrade 2

You can use this page to upgrade a rew software version for the devics,
Please note that during the upgrade, please do nat power off, which may
cause the system to crash.

4 [z s |

5 Upgrada | | Resst |

11.4 Device Reboot

Login the ONU WEB. Select Management ->Device->Device Reboot. Click

‘Save/Restart’. Restart the device immediately after application.

Management

o ReBoot Click the following butten to restart ONU.
Save/Restart

Restore ONU
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